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**Abstract**  
The digital transformation in the world introduced Blockchain technology which can solve the busiest sector i.e. Banking Sector. Blockchain technology was presented with the concept of cryptocurrency bitcoin, a form of cash that can be sent peer-to-peer without the need of a central bank or any authority to maintain the ledger which was decentralized, faster, secure, cost-effective, transparent and non -vulnerable. Through this paper, we are introducing how the timestamp algorithm can be used as an address for a node of a blockchain. In this algorithm with every block creation, the previous block transaction hash and a unique value is used to create the transaction hash of that particular block node.
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1. **INTRODUCTION**
   1. **Overview**

A blockchain is a decentralized database that is shared across computer network nodes. A blockchain acts as a database, storing information in a digital format. Blockchains are well recognized for their critical function in keeping a secure and decentralized record of transactions in cryptocurrency systems like Bitcoin.

The structure of the data on a blockchain differs from that of a traditional database. A blockchain organizes data into groupings called blocks, each of which contains a collection of data. Blocks have specific storage capabilities, and when they're full, they're closed and connected to the preceding block, producing a data chain known as the blockchain. All additional data that comes after that newly inserted block is assembled into a new document.

A Blockchain act as decentralized ledger that keeps track of transactions between two parties effectively. Although these parties have simultaneous access to update digital ledger constant and system virtually impossible to hack.

A consensus algorithm is a process in computer science used to achieve agreement on a single data value among distributed processes or systems. By this procedure, all the peers reach a common agreement about a present state.

The timestamp is a small data stored in each block as a unique serial and whose main function is to determine the exact moment in which the block has been mined and validated by the blockchain network.

* 1. **Background**

Today, banks are continuously exploring new ways to do transactions quicker for enhanced customer services by assuring transparency to customers and regulators while ensuring cost efficiency. Blockchain is an essential technology with promising application scenarios in banking industry nowadays. It can transform banking industry and make process more democratic, transparent secure and efficient.

* + 1. *Timestamp Algorithm*

Timestamp is an algorithm of blockchain which plays an important role in different business processes. We can timestamp digital content through it. As amount of digital content is rapidly increasing, so there are different methods of timestamping which can help us in easily digitalization in our day to day life, as now, we are using two types of methods for this- Traditional and Decentralized trusted time stamping. The basic approach for the first type was one way hash functions which was to secure and determine integrity of hash algorithms and the other is based on inserting integrated digital fingerprints into cryptocurrency blockchain system. The common fingerprint in this case is SHA-256 which is based on checksum followed by the definition of RFC-6234.Concluding that time stamping services are used to preserve the data integrity on blockchain, prevention of counterfeiting and securing our processes.

* + 1. *Salting*

In cryptography, a salt is random data that is used as an additional input to a one-way function that hashes data, a password or passphrase. Salts are used to safeguard passwords in storage.

A salt is random data that is used as an additional input to a one-way function that hashes data, a password or passphrase. Salts are used to safeguard passwords in storage.

* + 1. *Hashing*

Hashing is a process of scrambling a piece of information or data beyond its original form. It is a process where original data is passed through a hash function which changes into a hash value also referred to as digest. The hashing algorithm that is used here is SHA-256, referred as Secured Hashing Algorithm, which mainly consists of 4 families SHA-0, SHA-1, SHA-2, SHA-3. SHA-256 referred to 2nd family.

Process of Hashing through SHA-256:

1. Padding bits: Message which is to be hashed is added with extra bits known as padding bits such that length is exactly 64 bits short of multiple 512.The first bit should be one, and the rest filled with zeroes.
2. Padding length: 64 bits of data can be added to make final plaintext a multiple of 512.
3. Compression: Entire message breaks into multiple blocks of 512 bits each. It puts each block through 64 rounds of operation. Output of first serves as input for second. The procedure is repeated until it reaches 512-bit block, final hash digest
   * 1. *Consensus Algorithm*

Consensus, it is a process in computer science used to achieve agreement on a single data value among distributed systems. In a distributed computing environment, a consensus algorithm is a technique that allows all participants in a blockchain network to reach a shared understanding (consensus) on the current data state of the ledger and trust unknown peers. Therefore, Consensus Algorithms helps to achieve reliability in network of blockchain and build a trust between unknown peers, where the consensus protocol is added to blockchain which is the only version on which every other node agrees upon. Consensus algorithms has some objectives to be clear before making an agreement that will be beneficial for whole network. Firstly, it agrees for an agreement, collaborate, equal right to nodes and compulsory participation of every node in the process. There are 4 major types of consensus algorithms in details to get a better understanding over the topic:

1. Proof of Work (POW):

This algorithm rewards the first node to complete all the necessary calculations received from the blockchain network, where all the nodes compete against each other by increasing the capacity of computing resources, which is less energy efficient.

1. Proof of State (POS):

In this algorithm, node with greater number of resources get chosen to generate the next block in the blockchain which more energy efficient than Proof of work and also promotes centralization of work to a particular node

1. Proof of Capacity (POC):

This algorithm allows mining devices in a network to use their primary or secondary memory space to decide mining rights. This consumes less energy compared to proof of work and proof of capacity.

* 1. **Research Objective:**

To prove the address generated by hashing and salting the Timestamp of the any transactions is untraceable.

1. **Literature Review**

As stated by [2] could have additional trust than ever before because the dealings is immutable and clear. Success in crypto-currency and different technical areas highlights several engaging options of the blockchain technology that may profit additional aspects of recent society. Time Banking may be a generalized exchange economy not supported cash, however values everyone's contribution on identical scale, the time exhausted.

As stated by [3] the effectiveness of this policy has remained polemical as many of us believe that policy manufacturers ought to promote freedom and transparency by empowering the general public to directly interfere and alter the system for public interest. this text makes an attempt to synthesize and analyses offered data with a spotlight on the role of blockchain, a money tool that may probably play a vital role within the property development of the world economy

As stated by [4] the utilization of Blockchain technology while not tokens to guard info regarding banking transactions, namely, transfer amounts, card details, names of participants, etc. this subject has relevancy, since the digital economy is changing into associate degree integral a part of fashionable life.

As stated by [5] Singh block chain has a stimulating support of bit coin, the digital crypto currency with Associate in Nursing ever increasing sphere of users worldwide. But, blockchain

in itself is far over simply bit coin, it's the new generation security system encapsulating processes nonparallel of blocks to produce a secure method of recording transactions and it's circulated among signatories, or any target cluster being the participants within the method. It attracts it charm out of the very fact that it achieves this while not the requirement of any central authority.

As stated by [6], Blockchain innovation offers the banking industry numerous interesting chances. For observable effects to happen in the financial industry, certain difficulties should be overcome. In any case, notice that new protection laws should be trailed by the financial business for utilizing this innovation. Security laws should be followed for the wellbeing of both people and associations.

As stated by [7] The paradigm of net of Things (IoT) is paving the means for a world, wherever several of our daily objects are interconnected and can move with their setting so as to gather data and modify sure tasks.

As stated by [8] blockchain technology platform on the financial sector through cryptocurrency, and an impact on other industries. The subject of research is not only this technology but also its commercial exploitation. In order to understand the platform, the starting point of this research is an analysis of how the technology functions, after that the advantages for business and economic transaction are identified, and finally the paper deals with an impact of new technology on business, above all on financial operations.

As stated by [9] The formation of storage contracts between peers. Contracts area unit agreements between a storage supplier and their consumer, shaping what knowledge are going to be keep and at what worth.

1. **METHODOLOGY**

**3.1 Implantation Tools**

* Ganache for creating the blockchain
* Solidity for writing Smart Contracts
* Web3.js for interacting with the smart contracts and interacting with database
* Etherscan to check the addresses stored by the blockchain
* MY-SQL workbench for storing and managing database of banking system
  1. **Implementation Details**
* The object that contains the transaction details that need to be pushed to the blockchain as part of the block is created for all four of the processes being processed by the applications.
* But for storing the customers’ details and transaction details a separate relational database is set up. The customer table contains account number (email id), password (hashed value), balance, customer id, name, CNIC number, Date of Birth, debit card details, card status and registration details
* Similarly, for every transaction, the transaction details are also stored in a relational database table pushing alongside to blockchain. The transaction details contain transaction id, sender id, amount, receiver id and date of transaction.
* As the details are inserted by the customer for the transfer the user's table updates first of all by subtracting the transferred amount from the sender and adding the amount to the receiver. If the balance of the sender is less than the amount entered for the transfer the applications show up the error and the transaction won’t be processed alternatively if the transaction is processed it is followed by inserting a row in the transactions table
* In order to first push any data into the blockchain, we have to validate the block which is done by the miners. Miners validate the block and then it is added to the chain; the block is verified by a consensus algorithm
* The timestamp is a small amount of data stored in each block as a unique serial whose main function is to determine the exact moment in which the block has been mined and validated by the blockchain network. Verification is done by hashing the current block timestamp unique value with its previous block unique hash value.
* Since the timestamp is unique there is a zero percent chance that two blocks will have the same hash ID. Then we conclude that there are no collisions in the series and the series itself will remain unique.
* Every fund transfer transaction record is present in the Blockchain server as well as in SQL Server. Because SQL Server and Blockchain Server are synced. If we try to forcefully delete the Fund Transfer Transaction record from the database table then the deleted record will be immediately rolled back using the blockchain node data.
  1. **Why Timestamp**

For any point in time, the timestamp turns out to be 13-digit number. After salting it 5 times at random with different salting strings the combination is 28 digits. After using sha256 algorithm hashing we get a 256-bit result. Which can give around 100^8 + 100^7 +100^6 different addresses. Now the “fastest bitcoin rig” can generate 44TH/s. That means they can generate 44 tetra hash per second.

Number Of Second = 100^length of string/computer speed

Therefore, the Second for 28-digit string is:

Number of seconds = (100 ^ 28 /44) = 2.27e54

Number of years = 3.1e + 7

1. **Conclusion And Future Work**

In this paper, we justified why using timestamp algorithm, then hashing and salting its values can increase the security of blockchain by a lot of margins and make the addresses quite untraceable taking its computing power to around 3.1e+ 7 years. This computation is not possible in single life time.

The Roll-back of data can also change the local database which is currently now restricted to smart contracts. This will not change the final balance but the deleted transactions can now be printed.

Time Warp Attack can also be addressed as repeated salting and hashing can increase the risk of the same
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